Sharing Data (instance)

Foreword:

1) Both computers’ operating system is Microsoft Windows XP Professional version 2002 Service Pack 2
Let’s call these two computers as Computer A and Computer B ( Through the USB Ethernet 10/100
Adaptor to the Local Area network )

2) The purpose of this instance is telling you how to make two computers exchange visits and share Data.
3) These two computers’ workgroup must be set as same, such as: DOMAIN (refer to the below chart)

System Properties E| El

System Restore Automatic: Lpdates Remote
General i Computer Mame i Hardware Advanced
b‘J Windows uzes the fallowing information o identify vour computer
an the rnetworks,

Computer description:

Faor example: "Kitchen Camputer ar "k any's

Computer”,
Full computer name: rds.
YWhork.group: DOMAIN
To uze the Metwork, [dentification *Wizard to join a Metwark (D
domain and create a local uzer account, click. Metwaork, =

0.

To rename thiz computer ar join a domain, click Change.

k. ] [ Cancel




System Properties

System Restore Automatic: Lpdates Remote
General i Computer Mame i Hardware Advanced
n;] Windows uzes the fallowing information o identify vour computer
an the rnetworks,

Computer description:

Faor example: "Kitchen Camputer ar "k any's

Computer”,
Full computer name: rdS.
YWhork.group: DOMAIN

0.

To uze the Metwork, [dentification *Wizard to join a Metwark (D
domain and create a lacal user account, click Metwark =

To rename thiz computer ar join a domain, click Change. Charge

] H Canicel ]

Installation and Setup for Computer A and B

(1) Install NETBEUI protocol

1. Open ‘ Control Panel’ --- * Network connections’ , double click ‘ Local Area Connection’

"% Network Connections Z E|f$__(|

File Edit Wew Faworites Tools -.1.’

eEack - \_/J lﬁ ’,.__\J Search ”

Address |t}, Metwork Connections % | Go
LAM or High-Speed Internet

= Local Area Connection 2
Connected, Firewalled

T M ADMS51X USE To Fast Ethemet 4...

Marvell ¥ukon S8ES053 PCI-E Gigabit Etbernet Cor

2. Click * Properties’



—+ Local Area Connection Status

General | Support
Connechon
Statuz: Connected
Cruaration: 02215
Speed: 100.0 Mbps
Activity
1§
Sent Received
> |
=g D
Bytes: 115,056 136,643
Dizable

Cloze

3. Click “install ...~

-+ Local Area Connection Properties

General | Authentication | Advanced

Connect using:

ES ADMASIE USE To Fast Ethernst Ad:

Thiz connection uges the following items;

g Client for Microzaft Metworks

.Q File ahd Frinter Sharing for Microsoft Metwarks
Bl 005 Packet Scheduler
S Intermet Protocol [TCPAF)

[ [nstall... l [ Unirztall ] [ Fropertiez
Dezcription

Allowss vour computer bo access resources oh a Microzoft
nietwiork.

[#]i5how icon in notification area when connectad
Matify me when this connection haz limited or no connectivity

] ] [ Cancel

Select ‘Protocol’ and click ‘Add...’



Select Metwork Component Type |E|E|

Click the type af netwark, component you want to install

18] Client
.@ Service
L Frotocol

Drezcription

& protocol iz a language vour computer uzes to
communicate with other compters.

sdd. | [ Cancel

5. Click ‘Have Disk...’

Select Hetwork Protocol

Click the Metwork, Protocol that you want toingtall, then click OF. [F pou have
E an installation digk. faor this compaonent, click Have Disk.

Metwork Pratocal;

f;'} Thiz driver iz digitally zigned. [W

Tell me why diver signing iz imporkant

| ]:4 |[ Cancel ]

6. Click ‘Browse...” , select access ( system disk icon ) : F: \VALUEADD\MSFT\NET\NETBEUI , click ‘OK’

ect Metwork Protocol 4 . [EJ

Click the Metwork, Protocol that you want toingtall, then click OF. [F pou have
an inztallation disk for thiz comoonent, click Ha i

Install From, Disk

[nzert the manufacturer's installation disk, and then
L make zure that the corect dive iz 2elected below.

Cancel

Copy manufacturer's files from:

[AaLUEADDNWMSFTAWETAHETRELI v| [ Browse. .

k. Caricel




7. Select ‘ NetBEUI Protocol’ , click ¢ OK’

Select Hetwork Protocol

? Click the Metwork, Protocal that you want o ingtall, then click OF.

Metwork Pratocal;
MHetBELI Pratocal

Thiz driver iz not digitally signed!
Tell me why diver signing iz imporkant

[ ok | [ Cancel

8. Click ‘Yes’ to restart your computer

Local Metwork: X

'E Yo must shut down and reskart your computer before the new settings will take effect,
L

Da you wank bo restark wour computer now?

fes | [ Mo

9. Completed the installation of NetBEUI Protocol

(2) Setup Group Policy

1. Click ‘start, then select and click ‘Run’



i Internet
Internet Explarer

™5 E-mail
A Outloak Express

w Paink
G Cankasia Recorder

All Programs D

2. Keyin ‘ apedit.msc’, click ‘OK’ to open * Group Policy ’

‘-_} My Documents

i b My Recent Documents F
G

‘f} My Pictures

__} My Music

——

y My Computer

E;’ Conkral Panel

Set Program Access and
Defaulks

‘n% Printers and Faxes

@ Help and Support
,_) Search

@] Log OFF 'G) | Turn OFF Computer

= Type the name of a program, folder, document, ar
Internet resource, and Windows will open it For wou,

Cipen: | gpedit.msc

¥

| ok

] [ Cancel ] [ Browse. .. ]

3. Enterinto * Computer Configuration ’ --- “Windows Settings’--- ‘Security Settings’

--- ‘Local Policies’



i Group Policy

File  Action  Wew Help
« » Em| 2
Z§ Local Computer Policy 4 | | Palicy Security Setting ~
—|- % Computer Configuration 2] Create glabal objects Admiristrators, INTERACTIVE
+-(@ Sqftware Sett.ings Create permanent shared objects
=-@ 'nd':"“\_"s Sloiiled Del:uug programs Administrators
Sn:rlpt.s {Start_uDIShUthwn:' ieny access ko this computer From the network, SIPPORT_388945a0, Guesk
@R Local Policies B Den';.-' logon as a service
3@ Audit Policy Den';.-' logon locally SIPPORT_388945a0, ASPHE
[ User Rights Assignment Deny logon through Terminal Services ASPMET
+- 08 Security Options Enal:ule cornputer and user accounts to be krust,
+-(Z7] Public Key Policies Fu:uru:e shukdawn Framm & remoke syskem Adrninistrators
+-771 Software Restrickion Policies ¥ @Generate security audits LOCAL SERNICE, METWIORE | %
< | > £ | >

4. Double click * Deny access to this computer from the network’ , then it will show the below interface ,
please
Select ‘Guest’ a cancel it.

Deny access to this computer from the network Prop... |E|[z|

Lacal Security 5 eting |

.80 Deny access to this computer from the nebwark,

ig%:

SUPPORT_383345a0

Add User ar Group... ][ Hemowve

0k ] [ Cancel Apply




Deny access to this computer from the network Prop... |E|[z|

Lacal Security 5 eting |

.80 Deny access to this computer from the nebwark,

SUPPORT_33334520

Add User ar Group... ]l Hemowve

ak. ][ Cancel ][ Apply

i Group Policy

File  Action  Wew Help
« » Em| 2
Z§ Local Computer Policy # | | Policy Security Setting A
—|- % Computer Configuration 2] Create glabal objects Admiristrators, INTERACTIVE
+-[] software Settings Create permanent shared objects
=-@ ind':"“\_"s Sloiiled Del:uug programs Administrators
Sn:rlpt.s I:Start_UpIShUthwn:' ; eny access bo khis compuker From the network, SUPPORT
= n lgjzc L.Inlzt:niitt::'nnglliiies Den':.f lagon as a batch job B
@R Local Policies B Den';.-' logon as a service
3@ Audit Policy Den';.-' logon locally SIPPORT_388945a0, ASPHE
[ User Rights Assignment Deny logon through Terminal Services ASPMET
+- 08 Security Options Enal:ule cornputer and user accounts to be krust,
+-(Z7] Public Key Policies Fu:uru:e shukdawn Framm & remoke syskem Adrninistrators
+-771 Software Restrickion Palicies ™ @Generate security audits LOCAL SERNICE, METW/ORE | %
< | > < | >

5. Enter into ‘Computer Configuration’--- ‘Windows Settings’---‘Security Settings’---‘Local Policies’—*‘Security
Options’ ; select and double click ‘Network access : Sharing and security model for local accounts’



i Group Policy

File  Action  Wew Help

& - & m £

Z§ Local Computer Policy # | | Policy Security Se A
T omputer ':':'”Fig”_rati':'” Netwu:urk access: Allow anonyrmous SIDPName translation Cisabled
#1-(1 Software Settings B8] Metwark access: Do nat allow anonymous enumeration of 54... Enabled

2@ |n§n:-latlstSetSttlngts Shutd Netwu:urk access: Do not allow anonyrmous enurmeration of 4., Disabled
Scrlp il: Satrt.up,l' HEdoW Netwu:urk access: Do not allow storage of credentials or JMET ... Disabled

—|-- g Security Settings :
= 14 . Netwark access: Let Everyaone permissions apply ko anonyma... Disabled

+-8 Account Palicies : _
-G8 Local Policies B I"-.Ietwcurk access: Mamed Pipes that can be accessed anonvm...  COMMAPR,C

+- 08 sudit Policy I"-.Ietwcurk access: Remotely accessible reqgistry paths SyskemiCu
(8 User Rights Assigr Netwurk access: Shares that can be accessed anonymoushy COMCFGE,D
+-[J8 Security Options z L A sharing and security model For local accounts Guest anly
+-[27] Public Kev Palicies .Netwu:urk security: Do not store LAM Manager hash value on ... Disabled
+-[771 Software Restriction F¥ E{]Netwurk security: Force logoff when logon hours expire Disabled ™%

6. Please change it as ‘Classic-local users authenticate as themselves’, click ‘OK’.

Metwork access: Sharing and security model for, local... |E|[z|

Local Security 5 etting |

Lo Metwaork access Sharing and securnity model for local accounts

igi

Guest anly - local uzers authenticate az Guest w

Guest I:Ir'||_|.-| Iu:u:al Lizerg authentlcate az Guest

[ ] 4 l[ Cancel ] Apply

Metwork access: Sharing and security model for, local... |E|[z|

Local Security 5 etting |

Lo Metwaork access Sharing and securnity model for local accounts

igi

] 4 l[ Cancel ][ Apply




i Group Policy

File  Action  Wew Help

& - @ m 2

Z§ Local Computer Policy # | | Policy Security Se A
T omputer ':':'”Fig”_rati':'” Netwu:urk access: Allow anonyrmous SIDPName translation Cisabled
#1-(1 Software Settings B8] Metwark access: Do nat allow anonymous enumeration of 54... Enabled

2@ ind':"“\_"s Salles Netwu:urk access: Do not allow anonyrmous enurmeration of 4., Disabled
Sn:rlpt.s I{Start.up,l'Shutdn:nwr Netwu:urk access! Do nok allow storage of credentials or JMET ... Disabled

- n Ia?jltfaiitt::jiiies Netwark access: Let Everyaone permissions apply ko anonyma... Disabled
-G8 Local Policies P I"-.Ietwcurk access: Mamed Pipes that can be accessed anonym...  COMMAPR,C

-G8 Audit Palicy I"-.Ietwcurk access: Remotely accessible reqgistry paths SyskemiCu

(08 User Rights Assiqr Netwurk access: Shares that can be accessed anonymoushy COMCFGE,D

+ 08 Security Options L &cC Sharing and security model For local accounts
+-(Z7] Public Key Policies .Netwurk security: Do not store LAN Manager hash value on Dlsal:uled
+--[771 Software Restriction F¥ E{]Netwurk security: Force logoff when logon hours expire Disabled

[ > £ |

| #
| ™

7. Select ‘Accounts: Limit Local account use of blank passwords to console logon only ‘and double click it.

i Group Policy |Z||E|[E|
File  Action Wiew Help

& - @@ 2

Z§ Local Computer Policy 4 | | Palicy Security | &
B e e P.u:u:u:uunts: #dministrator account stabus Enabled
+ [ Software Settings P.u:u:u:uunts: [uesk account skakus Disabled —
-8 indw.\ls Settings coounts: Limit local account use of blank passwords to console logon only - Enabled
Sn:rlpt.s I{Start.up,l'Shutdn:nwr ﬂ.u:u:u:uunts: Renarne administrator account Adrniniskr
) + &?:L:Lt:jitt;j;ies .ﬁ.n:n:n:nunts: Rename guest accounkt Guesk
2@ Lacal Palicies i .ﬁ.uu:lit: Audit the access of global system objects Dizabled
+ 08 Audit Policy .ﬁ.uu:lit: Audit the use of Backup and Restore privilege Disabled
(08 User Rights Assigr F'.ul:lil:: shuk down systemn immediately if unable to log security audits Disabled
+-J8 Security Cptions DCOM: Machine Access Restrictions in Security Descriptor Definition Lan, ., Mot defin
+-[27] Public Kev Palicies DCOM: Machine Launch Restrictions in Security Descriptor Definition La... Mot defin
+--[771 Software Restriction F¥ @Devices: Alloww undock, without having to log on Enabled *
£ [ > < [ 3

8. It will show the below interface , please select ‘Disabled’ , click ‘OK’



Accounts: Limit local account use of blank passwords. .. |E|[z|

Local Security Setting |

5. Accountz Limit local account uge of blank. pazswords to conzole

ai [ogon anly

{1 Enabled

0k, H Cancel H Apply

i Group Policy

File  Action Wiew Help

& - & m £

Z§ Local Computer Policy 4 | | Palicy Security | &
B Computer CDnFing.rEltiI:II'I P.u:u:u:uunts: #dministrator account stabus Enabled
| Accounts: Guest account stakus isabled —
-2 Sqftware Sett.lngs ,a, be: Guest stk N
2@ |n§|:u.ﬂ.~lstSetSttlngts hukd coounts: Limit local account use of blank passwords to console logon only  Disabled
SCHD il: Satrt.up,l' Hreow ﬂ.u:u:u:uunts: Rename administrator accounk administr
—|--Eig Security Settings :
& .ﬁ.c:n:nunt F'n:ngllin:ies .ﬁ.n:n:n:nunts: Rename guest account Guect
2@ Lacal Palicies .ﬁ.uu:lit: Audit the access of global system objects Disabled
+ 08 Audit Policy 0 .ﬁ.uu:lit: Audit the use of Backup and Restore privilege Disabled
(08 User Rights Assigr F'.ul:lil:: shut down system immediately i unable to log security audits Disabled
+-[[@ Security Options DCOM: Machine fccess Restrictions in Security Descriptor Definition Lan, .. Mot defin
+-[27] Public Kev Palicies DCOM: Machine Launch Restrictions in Security Descriptor Definition La,.. Mot defin
+--[771 Software Restriction F¥ @Devices: Alloww undock, without having to log on Enabled *
= | Ymm< | >

(3) Turn on GUEST Account

1. Click ‘Start’ , select and click ‘Control Panel’




i Internet J My Documents
Internet Explarer

i b My Recent Documents F

'ﬁ"a'tl E-mail
d Outloak E
LA j} My Pictures
: . 2
Paink __J My Music
o
5’ My Computer
G Cankasia Recorder

E" Contral Fanel

Set Program Access and
Defaulks

‘n% Printers and Faxes

@ Help and Support
,_) Search

77 Run...

All Programs D

@] Log OFF 'G) | Turn OFF Computer

2. Double click ‘User Accounts’

B Control Panel

File Edit ‘jew Fawvorites Tools  Help ﬂ‘"
=y b
O Back -\‘_) IE p Search
Address |E} Contral Panel b4 | G
& ¥ H 1
Speech Syskem Taskhar and
Start Menu
82 e <
NESTRTEEI ] Windows Wireless
Firgwmall Metwork Set, .. =
L
Change user aco

3. Select and click ‘Guest’



-2 User Accounts

-
W User Accounts
L

Learn About —

@ lser accounts
m lser account types

(3] Swiching users Pick a task...
Change an accounk
Create a new account
[2] Change the way users Iog on or off

or pick an account to change

along ASP.MET Machine
Compuker !
adrninisk s irited account

-d protected

Guesk
Guest account is aff

4. Click ‘Turn on the Guest Account’

-2 User, Aiccounts |:| |E| |X|

G Back, e m Huome

Do you want to turn on the guest
account?

Learn About

IF wou kurn on the guest account, people who do not have an account can
@ IJzing the guest account use the guest account to log on ko the computer, Password-protected files,
folders, or setkings are not accessible o quesk users,

[ Turn On the Guesk Accounk 1 [ Cancel ]
SR S

5. Guest Account is turned on



-2 User Accounts

.'; User Accounts

Learn About -i1e

m lser accounts
@ lser account types

[3) Swiching users Pick a task...
Change an accounk
Create a new account
[2] Change the sers log on or off

or pick an account to change

along ASP.NET
Compuker ] Machine A...
administrator ;

Guesk
Guest account is
an

(4) Sharing Data

1. Open ‘My Computer’ - ‘Tools’ — ‘Folder Options’

¥ My Computer

Help #‘
o P Map Metwork Drive. ..
’J ik Q @ Disconnect Mebwark Drive, ., T
Synchronize, ..

w [ B Go

s
IE,j Shared Documents
L
b= .
Lj along's Documents

2. Click ‘Display simple folder view in Explorer’s Folders list’ , click ‘OK’

File Edit ‘iew Fawvorites

Address j Py Compuker

System Tasks

View sywskem
information

I

i‘, &dd or remaove
progranns

3 change a setting




Folder Options

General | Wiew | File Types || Dfflire Files|

Folder wiews

o Y'ou can apply the view [zuch az Detailz or Tiles] that
waw are uzing for this falder o all falders.

[ Apply to Al Folders J [ Beset All Folders

Advanced settings:

Iy Files and Faolders

Automatically search for network. folders and printers
Dizplay file zize information in folder tipz
R Di=play zimple folder view in E <plorer's Folde
] Display the contents of system Folders
Dizplay the full path in the address bar
] Display the full path in the title bar -
] Donaot cache thumbnails
|y Hidden files and folders

() Do not show hidden files and folders

{(®) Show hidden files and folders
Hide extenszions for known file types »

(>

[ Restore Defaulkz ]

I k. ][ Cancel ][ Apply ]

3. Click disk G with right key on your mouse, select ‘Sharing and Security...’

£ My Computer
File Edit \View Fawvarites Tools  Help a’

\_,) Back \_;J l.ﬁ p Search H__ Falders v
d My Compuber 1'\"’| Go

=il
System Tasks w product (F:)

View sywskem

information
Y Add or remove 0 data iia:

[>

Open
prograns Explore
B change a setting Search...

Devices with Ren

Shating and Securiky

Other Places B wWinrar »
\d My Metwork Places Format. ..
My Documerkts Copy

= ¥
— 1
|y Shared Docurnents \ YRMPYO
Create Shortout
[}- Contral Panel :
R.enare

Cisplays the properties For sharing the selected Folder Properties

4. Select ‘Sharing’ , click ‘New Share’



data (G:) Properties

General | Tools Hardware| Sharing |SEDurit_'.-' (uota

= Y'ou can share thiz falder with other uzers an your
g network. To enable sharing far this folder, click Share thiz
folder.

(") Do not share thiz folder

Share name: | GF

Cormment: | Default zhare

Uzer limit; ) W axirum allowed

() Allows this number of wsers;

To zet permiszions for uzers who access thiz

! E Permizsions
folder aver the netwark, chick Permizsions. =

To configure settings for offine access, click

Caching. Lachin

Dl

Mew Share

Windows Firewall will be configured to allow thiz folder to be
sharad with ather computers on the networl.

Wiew your Windows Firewall sethings

] ] [ Cancel

5. Keyin ‘Share name’

Hew Share

_

Share name: | [ |

Ok

Commenk; |

| Cancel
Uzer lirnit —
Permizsions. ..

%) Maximum allowed

0 Allow this number of users; |:|

6. Click ‘Permissions...” , you can set it according to yourself requirement , here , everybody can share

reading and writing , click ‘OK’ .



Permissions for G

Share Pemissions |

Group or uzer names:

ﬁ Evemore

Permizzionz for Everpone

Full Cantral
Change
Read

(] H Cancel H Apply

7. Click ‘OK’

data (G:) Properties

General | Tools Hardware| Sharing |SEDurit_'.-' (uota

= Y'ou can share thiz falder with other uzers an your
network. To enable sharing far this folder, click Share thiz
folder.

() Do not share thiz folder
{®) Share this folder

Share nare: | G W |
Comment: | |
Uzer limit; ) W axirmum allowed

{7 Allows this number of users;

To zet permiszions for uzers who access thiz

! E Permizsions
folder aver the netwark, chick Permizsions. =

To configure settings for offine access, click

Caching. Laching

ill.

Bemove Share] Lﬂgw Share |

Windows Firewall will be configured to allow thiz folder to be
sharad with ather computers on the networl.

Wiew your Windows Firewall sethings

k. H Cancel H Apply

8. In folder of * My Computer ’ , you can find a disk icon held in the palm , which means you completed
setting shareware .



£ My Computer

File Edit ‘jew Faworites Tools  Help

;\__)Back '\.._.:‘] l.ﬁ ﬁﬁearch H___L' Folders v

Address

Y My Computer

System Tasks

Wigw syskenm

information
LY Add or remove

programs -
G- —hange a setking

- B
Other Places =1 =
1 ? Ga)l WRIMPYOL_EM (T:) "
%J My Network Places (@ | @
Free Space: 26,8 GE Total Size: 74.5 GE _'i My Compuker
9. Enter into ‘Start’ --- * Neighbor in network ’ --- ‘Check Workgroup Computer’ , then you can see the

computer list

| -
§'7 Domain

File Edit Yiew Faworites Tools  Help ﬂ.
>
1
- - f_\.l
@ Back @ l.ﬁ P Search
Address |,ﬂ; Domain V| G0
- A
RdS
Rda =
L
37 objects

10. Just open one of the computer , you can find the shareware .



File Edit Wiew Favorites

Tools

Help :"
@ Back - \‘_;J l.ﬁ p Search

Sddress | :ﬂ VRdS

5 ﬁ*
]_L\ 'a Printers and Faxes

,;/ Scheduled Tasks

>
CE

LS

ot

3 objects




